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41 CFR Ch. 102 (7–1–10 Edition) § 102–173.30 

The General Services Administration 
(GSA) is responsible for registrations 
in the dot-gov domain. 

Domain name is a name assigned to an 
Internet server. This is the name that 
you request from GSA. Typically, you 
would apply this name to a domain 
name server. A domain name locates 
the organization or other entity on the 
Internet. The dot gov part of the do-
main name reflects the purpose of the 
organization or entity. This part is 
called the Top-Level Domain name. 
The Second-Level Domain name to the 
left of the dot gov maps to a readable 
version of the Internet address. The 
Domain Name server has a registry of 
Internet Protocol (IP) address numbers 
that relate to the readable text name. 

Domain name server is the computer 
that provides pointers from the domain 
name to the actual computers. 

Dot-gov refers to domain names end-
ing with a ‘‘.gov’’ suffix. The Internet 
GOV domain is another way of express-
ing the collection of dot-gov domain 
names. 

Native Sovereign Nations (NSN) are 
federally recognized tribes. 

Subpart B—Registration 

§ 102–173.30 Who may register in the 
dot-gov domain? 

Registration in the dot-gov domain is 
available to official governmental or-
ganizations in the United States in-
cluding Federal, State, and local gov-
ernments, and Native Sovereign Na-
tions. 

§ 102–173.35 Who authorizes domain 
names? 

Domain names must be authorized by 
the Chief Information Officer (CIO) of 
the requesting or sponsoring govern-
mental organization. For Federal de-
partments and agencies, the General 
Services Administration (GSA) will ac-
cept authorization from the CIO of the 
department or agency. For independent 
Federal government agencies, boards, 
and commissions, GSA will accept au-
thorization from the highest-ranking 
Information Technology Official. For 
State and local governments, GSA will 
accept authorization from appropriate 
State or local officials, see § 102–173.40. 

For Native Sovereign Nations, GSA 
will only accept authorization from the 
Bureau of Indian Affairs, Department 
of the Interior. In most cases, GSA will 
not make determinations on the appro-
priateness of the selected domain 
names, but reserves the right to not as-
sign domain names on a case-by-case 
basis. Non-Federal government domain 
names must follow the naming conven-
tions described in §§ 102–173.50 through 
102–173.65. For other government enti-
ties, CIO’s may delegate this authority 
by notification to GSA. 

§ 102–173.40 Who is my Chief Informa-
tion Officer (CIO)? 

Your Chief Information Officer (CIO) 
may vary according to the branch of 
government. For the Federal Govern-
ment, the General Services Adminis-
tration (GSA) recognizes the cabinet 
level CIOs listed at http://www.cio.gov. 
For States, GSA will accept authoriza-
tion from the Office of the Governor or 
highest-ranking Information Tech-
nology (IT) official. Other officials in-
clude the Mayor (for city or town), 
County Commissioner (for counties) or 
highest ranking IT official. Native Sov-
ereign Nations (NSN) must receive au-
thorization from the Bureau of Indian 
Affairs. CIOs may delegate this author-
ity by notification to GSA. 

§ 102–173.45 Is there a registration 
charge for domain names? 

The General Services Administration 
(GSA) reserves the right to charge for 
domain names in order to recover cost 
of operations. For current registration 
charges, please visit the GSA Web site 
at http://www.nic.gov. GSA does not 
currently charge a fee. GSA has the au-
thority to employ a system of collec-
tion that includes a one-time setup fee 
for new registrations, which will not 
exceed $1000, depending on the level of 
assistance that may be provided by 
GSA, and a recurring annual charge 
that will not exceed $500 for all dot-gov 
domains. The fees are based on antici-
pated costs for operating the registra-
tion service. 

§ 102–173.50 What is the naming con-
vention for States? 

(a) To register any second-level do-
main within dot-gov, State government 
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